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Truffe online: segnalati SMS fraudolenti a nome di UniCredit e
Autostrade per l’Italia
Gea Somazzi · Tuesday, November 4th, 2025

Continuano a moltiplicarsi i tentativi di truffa online. Un lettore proprio oggi, martedì 4 novembre,
ci ha segnalato un messaggio sospetto ricevuto sul proprio cellulare, mentre Autostrade per l’Italia
ha diffuso un avviso ufficiale per contrastare campagne di phishing in corso. Due segnalazioni che
arrivano a pochi giorni dall’ultimo tentativo di truffa raccontatoci da un altro lettore che aveva
ricevuto un finto sms firmato Polizia Postale. La raccomandazione è la stessa: non cliccare su
alcun link e non fornire mai dati personali. Se si ricevono messaggi simili, è consigliabile
cancellarli e segnalare il messaggio alla propria banca o all’ente interessato che può contribuire a
bloccare la diffusione della truffa. Inoltre, è possibile inviare la segnalazione anche alla Polizia
Postale.

Messaggi falsi a nome di UniCredit

Il messaggio ricevuto dal nostro lettore simula un avviso urgente da parte di UniCredit, segnalando
un presunto pagamento da 4.840 euro verso amazon.it. Il testo invita a contattare rapidamente
un presunto servizio “AntiFrode” attraverso un numero di cellulare. Si tratta di un chiaro
tentativo di phishing: un messaggio costruito per generare panico e indurre l’utente a chiamare, con
l’obiettivo di ottenere informazioni personali o bancarie. Questa truffa sfrutta nomi noti come
UniCredit e Amazon per sembrare credibile, ma è importante notare alcuni segnali sospetti: la
richiesta urgente di contatto, l’importo elevato e l’utilizzo di un numero non ufficiale. Le banche,
infatti, non comunicano in questo modo operazioni di questo tipo, né chiedono mai dati
sensibili tramite SMS o telefonate.

Anche Autostrade per l’Italia lancia l’allarme: “non cliccate sui
link”

Nel frattempo, Autostrade per l’Italia ha segnalato l’invio massiccio di email e SMS fraudolenti
che utilizzano impropriamente il proprio nome. I messaggi invitano gli utenti a cliccare su link che
rimandano a siti falsi, con l’obiettivo di raccogliere dati personali o bancari. Anche in questo caso,
il meccanismo è simile: i truffatori utilizzano nomi di fiducia e grafica simile a quella ufficiale per
trarre in inganno gli utenti. I link contengono spesso errori nel dominio, come “autostrede” o
“autostiade”, un dettaglio utile per riconoscere il tentativo di frode.

Truffe online: segnalati tentativi di phishing a nome di Autostrade per l’Italia
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Falsi SMS della Polizia Postale

In questi giorni un cittadino legnanese ha ricevuto sul proprio cellulare un SMS truffaldino firmato
da un presunto “Ufficio Amministrativo Polizia Postale”. Il testo invita a chiamare un numero fisso
per “pratiche che la riguardano”, ma si tratta di un tentativo di raggiro. Il lettore, prima di eliminare
il messaggio, ha scelto di inviarci uno screenshot per allertare la comunità: «Come a me potrebbe
essere arrivato a chiunque altro – racconta –. Basta un attimo per cadere in trappola». Il numero
indicato nel messaggio non è associato a nessuna istituzione ufficiale e l’intento è quello di
ottenere informazioni personali o bancarie. Proprio in questi giorni, la Polizia Postale ha segnalato
una nuova campagna di smishing: i messaggi imitano comunicazioni di banche e segnalano falsi
accessi sospetti, chiedendo di chiamare numeri non istituzionali. Anche in questi casi, l’obiettivo è
indurre la vittima a cedere dati sensibili.

Finto SMS dalla Polizia Postale: attenzione è una truffa telefonica. La segnalazione
di un legnanese
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